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AHHoTauyma. CrtaTtbA nocBAWeHa aHaauly ceTteBblx aTak Tvna MITM. [Mpusoautca
aKTYaNnbHOCTb KaK CaMWX CeTeBblX aTak B UesioM, Tak W atak Tuna MITM. [aetca
onpegeneHve NOHATUIO aTakm Tvna MITM. PaccmaTtpusatrotca suabl atak tuna MITM,
KOTOpble ABAAKTCA Ha CErogHAWHWN AeHb Haubonee akTyanbHbiMU. Peanusyetca
moaennpoBaHue atakm DNS-cnyduHr. MpueBoantca TexHUMKa peanmsaunm ARP-cnyouHra,
DHCP-starvation, atakm nocpeactsom Captive Portal u mitmproxy. ®opmupytotca
pekoMeHZauMmM No 3almuTe OT A4aHHOro TUMNa aTak, KOTOPbIX HEOOXOAMMO NPUAEPKMBATLCA,
OTHOCUTENbHO CeTEBON MHPPACTPYKTYPbI NpeanpuaTUA.

KnioueBble cnoBa: mMHPopmaumMoHHAa 6e3o0nacHOCTb; ceTeBas MHPPACTPYKTypa; Kube-
paTaka; 3awmta nHdopmauum; MITM; ataka nocpeaHuka; ARP-spoofing; DHCP-starvation;
DNS-spoofing; Captive Portal; mitmproxy.

BBEJEHUE

CereBas nuH(ppacTpyKTypa Cero/iHs SBISETCS HEOThEMIIEMOM YacThIo JIF000H OpraHu3anuy He3a-
BHCUMO OT ee MaclTaboB. B To xe BpeMs Takas MH(pacTpyKTypa BbI3bIBaET OOJIBIIONW HHTEPEC CO
CTOPOHBI 3JI0YMBILIUIEHHUKOB, YTO JIEJIaeT €€ IJIaBHOW 1I€JIbI0 TapreTUPOBAaHHBIX aTakK. YMCiIo Takux
aTaK yBEJIMYMJIOCH Ha 18 1. 1. OTHOCUTENBHO MOKa3aresel npeapaymero roja [1]. Takke Texymuin
KBapTal MoKa3all, YTO KOJUYECTBO MHIUACHTOB BO3POCIO Ha 7 %, CPAaBHUTEIBHO C MPEIbIAYILIUM
kBapTajoM [2]. /laHHas cTaTMCTUKA MMOATBEP’KAAET TOT (PAKT, YTO YUCIIO CETEBBIX aTaK HEYKIOHHO
pactet. Bce 3T0 roBopuUT 0 TOM, 4TO HE00X0JUMO 00ecreunBaTh JOKHBINA YPOBEHD 3aIUIIIEHHOCTH
CeTeBOM MHPPACTPYKTYPHI KXKA0H opranu3anuu. B uncno Hanbosee nomyaspHbIX CETEBBIX aTaK OT-
HocsaT artaku tuna MITM, koTopsle ele Takke Ha3bIBalOT aTakod mocpennunka. Cpenu Hambosee
MOMYJSPHBIX BUAOB aTak JaHHOTO TUIA MOXKHO BBIIENUTH cienyromue: ARP-cmydpunr; DNS-
cnyunr; DOS u mogmena DHCP-cepBepa; ataka nocpeactsom Captive Portal; ataka mocpenctsom
mitmproxy.

Ataxu Tuma MITM — 3T0 Tako# TUTI CETEBOM aTaku, KOT/Ia 3JIOYMBIIIJICHHUKY 3a CUET BBITIOJIHE-
HUS ONIPENETICHHBIX IEHCTBUI yAaeTcs JOTMUYECKH BCTaTh MEKIY ABYMs y31amu. B pesynpraTte uero
OH CMOYKET MPOCIYLUINBaTh U MOAUGUIMPOBATh TpaduK, KOTOPHIN MPOXOIUT uepe3 Hero. /s pea-
JIM3AIMU JaHHBIX aTakK 3JI0YMBIIUIEHHUKY HE00XOIMMO UMETh MOAKIIOUSHHE K 1IeJIEBOH CEeTH.

DNS-crydunr. PeanusyeTcst mocpeIcTBOM HCITONIb30BaHus IpoTokosia DNS. JIaHHBII TPOTOKOIT
HaxOoJUTCS Ha MPUKIATHOM ypoBHE. Breigenen nopt 53 [3]. B kauecTBe MpoTOKOJIa TPAHCIIOPTHOTO
ypoBH# ucnoisibzyercas UDP. Haznauenuit y npoTokosa HeCKOJIbKO, HO OCHOBHBIM SIBJISIETCSI OTIpeie-
JeHue 1o foMeHHoMy uMmenu [P-agpeca. Ilpotokosn DNS paboTaer no apXuTeKType KIMEHT — CepBep
B pEXHUME 3a1poC — OTBET.
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Ataka DSN-criyQuHr sBiseTcs CieIyIOIIUM 3TalloM MOCje TOro, Kak 3J0yMBIIUICHHUKY y/a-
Jock Betath nocepeanne myreM ARP-ciydunra unu nyrem DOS u moamenst DHCP-cepsepa. B pe-
3y/lbTaTe BBHINOJHEHHUS JAaHHOM aTaku 3J0YMBIIUIEHHUK CMOXET IepeHanpaBisaTh OOpalleHus
xepTBbl. Hanpumep, xepTBa oOpariaercs K BeO-cTpaHuIle, rie OyneT cKaunBaTh Kakou-1u0o0 Qaiii.
[Ipu 3ampoce BeO-cTpaHuIlbl CHavana OyaeT ocymiecTBiasaTbes DNS-3anpoc. [lenaeTcs oH ¢ 1emnbio
TOTO0, YTOOBI MpeoOpa3oBaTh JOMEHHOE UMs, 10 KOTOPOMY oOpaiaeTcs moyib3oBarens, B IP-anpec.
[Ipoxonsuiue yepes 3noymbiluieHHHKa DNS-1akeThl momenatTcs B o4epeib, I/ Hal HUMH [TPOU3-
BOJSTCS onpeesieHHble neiicTBusl. CyTh 1€HCTBUI 3aKIIIOUAETCs B TOM, YTOOBI IoAMeHuUTh [P-anpec
B DNS-oTBeTe, a Takke U3MEHUTBH €I1Ie HECKOJIbKO ToJiel. B pe3ynbprare yero sxepTBa Oyaer nepeHa-
IpaBJieHa Ha BeO-CTPaHUILY 3JI0YMBIIIICHHUKA. B CBOIO ouepeh 3MOYMBIIIIICHHUK MOXET ClIeNaTh
(UIIMHTOBBIN CalT, TO €CTh KOMHIO OPUTHHAIILHOTO caiiTa, re (haiibl A ckauuBaHUs OyayT 3aMe-
HEHBI Ha BpeIOHOCHBIE (haiinbl. Min ke 3MOYyMBIIIIICHHUK MOXET CJIIeNIaTh KOIUIO 3alpalinBaeMon
CTpaHUIbl aBTOPU3ALMU U MOIY4YaTh KOH(PUACHIMATIbHBIC JaHHBIC 71 BXoJa. BapuaHTOB MOXKeT
OBITh JOCTaTOYHO MHOTO. KOHEUHBIN BapuaHT pean3aliy 3aBUCUT OT IeNIeH 3I0yMBIIUICHHUKA U
UCXOJHBIX JTAHHBIX, KOTOPHIMH OH 00nagaer. OOBIYHO CHauana 3JI0YMBIIIJICHHUK MPOCIYIIUBAET
npoxojsnire uepe3 Hero DNS-3anpockl, 9To0bI chOpMHUPOBATH CITHCOK PECYPCOB, K KOTOPHIM HAH0O-
Jiee 4acTo MPOUCXOIuT 3ampoc. [locie 3Toro y 3moyMbIlUIeHHHKA OyAyT JOMEHHbIE UMEHA TaKUX
CTpaHULl, U B 3aBUCUMOCTH OT IOMEHHOI'O MIMEHH >KepTBa Oy 1eT epeHanpaBisAThCSA Ha TOT WIX UHOU
pecypc, TO €cTh Ha COOTBETCTBYIOIIYIO KOTIHIO.

Jist MostenupoBaHus JaHHOW aTaKy pacCMaTPHUBAETCS CHUTYalUs, KOTa 3JI0yMBIIUIEHHUK 00pa-
1jaeTcs K Be0-cTpaHulle YHUBEPCUTETA, a IEpeHaIpaBIIsieTcs Ha BeO-cepBep, KOTOPBINA pa3BEpPHYT Ha
paboueii craniuu (PC) 3nmoymeinuienarnka. CxeMa MOJISITUPOBAHSI TAHHOW aTak| MPeJICTaBlIicHa Ha
puc. 1.

DNS-cepsep

DNSRR

rrmame: uust.ru
type: A

rclass: IN

rdata: 198.168.0.120

Win_Bakulin Web-cepeeg
(sKepTBa) ; 192.168.0.024 IP: 192.168.0.1/24
IP: 192.168.0.70/24 LW MAC: 28:28:5d:c7:57:10
MAC: 08:00:27:95:¢7:ff \ L /
P \
NFQUEUE- / ¥
DNSQR‘. queue-num | DNSRI.{
qname: uust.ru [mame: uust.fi
. type: A
2{:5:31_2 ) rclass: IN
qolans: rdata: 193.233.144.114
\ ip_forward=1

Kali_Bakulin
(310YMBIILIICHHUK)
IP: 192.168.0.120/24
MAC: 08:00:27:78:7d:d2

—— > DNS-3anpoc
_______ + DNS-otBeT

Puc. 1. Cxema monenupoBanus ataku — DNS-crrypunr

Ha puc. 2 npeacraBiieH mporiecc MOACIHMPOBAHMUS JAHHONW aTaKH.
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)

( )-[~]
E sudo iptables -I FORWARD -j NFQUEUE --queue-num 1

E'( )-[~]
sudo iptables -L
Chain INPUT (policy ACCEPT)
target prot opt source destination

Chain FORWARD (policy ACCEPT)

target prot opt source destination

NFQUEUE all -- anywhere anywhere NFQUEUE num 1

Chain OUTPUT (policy ACCEPT)

target prot opt source destination

E( )—[~/Baku1inzoglo/DNS-spoofing] Y2 B Authorization x B+
sudo python3 dns_spoofer_bakulin.py

[sudo] password for mikhail: « ® ¢ & 1921680120

Crpannna aeroprsaunn Bakulin

Puc. 2. Co3znanue oyepenu u pe3yiaprat DNS-cnydunra

Ha u3o6pakenun 1 co3mpaercst ouepes Mo nepBbiM HomepoM. Ha n3o0paskeHnun 2 oCcyIiecTBIIs-
etcs 3amyck DNS-cnydepa, a Ha mocienHeM H300pakKeHUU MPEACTABICH Pe3yNbTaT peanu3aluu
JTaHHOW aTaku, a UMEHHO TO, YTO JKEPTBa IIPH 00paIIeHnu K BeO-cTpaHuiie UUSt.ru Opiia mepeHarnpas-
JieHa Ha web-cepBep 3I0YMBIIITIEHHUKA, KOTOPBIN pa3BepHYT mnocpeactsom Apache.

Ha puc. 3 npezacrasien npoiecc moAMEHbI COOTBETCTBYIONUX noJiel. Ha n3o0pakenun 1 moka-
3aH U3HAuYaIbHBIN 3aMPOC U OTBET, a Ha U300paKEHUH 2 MPEACTaBIIEH 3alpOC U OTBET MOCJIE BHECE-
HUS COOTBETCTBYIOIINX H3MEHEHHH, KOTOpBIC MTpon3onum onarogaps DNS-cydepy.

[ DNS ] #HH[ DNS it

id = 31459 id = 31459

qr =1 qr =1

opcode = QUERY opcode = QUERY

aa =0 aa =

tc =0 tc =0

rd =1 rd =1

ra =1 ra =1

z =0 z =

ad =0 ad =0

cd =0 cd =0

rcode = ok rcode = ok

gqdcount =1 qdcount =1

ancount =1 ancount =1

nscount =0 nscount =0

arcount =10 arcount =

\qd \ \qd \
| ##[ DNS Question Record ]#i |###[ DNS Question Record ]
| gname = 'uust.ru.’ | gname = 'uust.ru.’
| qtype = A | qtype = A
| qclass = IN | qclass = IN

\an \ \an \
|#t#[ DNS Resource Record it |###[ DNS Resource Record J##
| rrname = 'uust.ru.’' | rrname = 'uust.ru.’'
| type = A | type =A
| rclass = IN | rclass = IN
| ttl = 3600 | ttl =0
| rdlen = 4 | rdlen = None
| rdata = 193.233.144.114 | rdata = 192.168.0.120

ns = None ns = None

ar = None ar = None

None
Mpou3BeneHa 3amMeHa ¢ uust.ru Ha 192.168.0.120

Puc. 3. Pe3ynbrar noaMeHsl mosen 3arojJoBKOB
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ARP-cniybunr. Jlannas araka peaausyercs 3a cueT ys3BUMOcTel npoTtokona ARP, a umenno —
3a CUET CIEAYIOLIUX acleKTOB: BO3MOXKEH CaMONIpon3BoJIbHbIH ARP; HET MexaHn3Ma NpoBEPKH MO~
nuaHocTH ARP-otBeta. CyTh aTaku 3akirodaercst B TOM, 4ToObl mogMeHutb MAC-anpec B ARP-
K311€ ABYX y370B. Hanmpumep, B kauecTtBe y310B paccMmarpuBatorcs PC u nunto3. 310yMbIIIEHHUK
Ha PC xeptBbl ogmensier MAC-aapec, KOTopblid cOOTBETCTBYET [P-afpecy muio3a Ha CBOM, a Ha
LIUTIO3€ B 3aIIUCH, KOTOpask COOTBETCTBYET IP-anpecy xKepTBbl, TaKKe NOAMEHSET Ha CBOU. B pe3yib-
TaTe BHIIIOJIHEHUS JAHHBIX JEMCTBUHM 3JI0YMBIIUICHHUKY YIACTCS BCTATh IIOCEPEINHE.

DOS u nommena DHCP-cepBepa. Jlannyro ataky Takxke HazbiBatoT DHCP-starvation. CyTs aTaku
3aKJII0YAeTCsl B TOM, 4TOOBI BBI3BAaTh OTKa3 B oOciyxuBaHuu ucxogHoro DHCP-cepBepa u pa3sep-
HYTb CBOM, YTOOBI ’KEPTBA MOAKIIIOUMIACH K HEMY. [Ipy NOAKIIIOUEHNH K CepBEPY 3JI0yMBIIIJIEHHUKA
PC xeptBbl OynyT BBIIAHBI CETEBbIE MapaMeTphbl, KOTOPbIE CKOHPUIYpUPYET 3JI0YMBIILJICHHUK,
Hanpumep, B kadectse [P-anpeca nuiroza Oyner Beigan [P-agpec 310yMbllIIeHHUKA, B pe3ynbTaTe
YEro OH BCTaHET MOCEepEUHE.

Araka nmocpenctom Captive Portal. JlaHHYI0 aTaky 37I0yMBIIUICHHHK OOBIYHO UCIIOIB3YET TOT/IA,
KOrJia eMy He ynanock peanu3zoBath HUI ARP-cnydunr, tu DHCP-starvation. 3moyMbIIIJICHHUK pa3-
BepThIBaeT cBOIO Touky aoctymna (T[), kotopas sBusercs konuen ucxognou TJ. Ilocie yero ne-
ayreHTUGUIUPYET xkepTBY oT ucxonHoit T/I. XKepTBe HMUEro He OCTaeTCs KaK MOAKIIOUYUTHCS K KO-
nuu ucxoanou T/I, roe HactpoeHa aBropusanus nmocpeactsoM Captive Portal, 3a cuer koTopoii 310-
YMBIIIIEHHUK MOXKET MOJy4aTh pa3InyHyto HH()OpPMALINIO KOHPHUISHIIMAIBHOTO XapaKkTepa, Halpu-
Mep, JIOTHH U napouib ucxoanou T/I.

ATaka nocpeacTBoM mitmproxy. PeannzoBaB qaHHYIO aTtaky, 3JI0yMBIIIIEHHUK CMOXKET 000HUTH
Mexanu3m HSTS [4]. CyTb 3akir04aeTcsi B TOM, YTO 3JIOYMBIIIJIEHHUKY HYKHO JTOOUTHCS BBITIOJTHE-
HUS TPEX ACMEKTOB:

— CKayaTh WM nepeaartsh cepruduxat mitmproxy Ha PC xepTBbl;

— UMIIOPTUPOBATH NaHHBIM cepTU(HUKAT B TOBEPEHHbBIE KOPHEBBIE LIEHTPHI CEPTUDUKAIINH;

— ckoHpurypuposath npokcu Ha PC xepTBBHL.

CraenaTb 3TO OH MOKET Pa3IMYHBIMU CIIOCOOAMHU, HAaIPUMED, TOOUTHCS TOTO, YTOOBI XKepTBa CKa-
yaJia UCTIOJIHSeMbIN (haiiil, KOTOPBIN pean3yeT BhIINOJIHEHNE JaHHBIX aCIIEKTOB.

3AKIIOYEHHUE

Takum o0pa3oM, Ha OCHOBE MOJICIMPOBAHUS JAHHBIX aTak ObLIM CHOPMHUPOBAHBI CIEAYIOIINE
PEKOMEHIALINN, KOTOPBIX CTOUT NPUAECPKUBATHCS:

1) BeIcTpauBaHue HaJIeKHOW 3a1uThl nepuMerpa CeTu;

2) ucnons3oBanue crarnyeckux ARP-3amuceii;

3) ucnonbs3zoBanue VPN;

4) ucnonws3oBanre VLAN;

5) ucCHoib30BaHHE KOMMYHUKALMOHHOIO OOOpYyHOBaHUS C MOAYyJIsMU 3amTel oT ARP-
cryuHra;

6) ucnons3zoBanue Security Endpoint Protection Ha aHTUBHPYCHBIX CPEACTBAX 3aAIUTHI;

7) ucnions3oBanue Dynamic ARP Inspection (DAI);

8) ucnonb30BaHNE MHOTO(AaKTOPHON ayTeHTU(UKALINN;

9) ucnonp3oBanue arpwatch;

10) ucnonszoBanre DHCP Snooping;

11) nacrpoiika Port Security;

12) ucnonb3oBanne DHCP Rate Limiting;

13) ucnonbzoBanue DNSSEC;

14) moruTOpUHT TpadwuKa.

Ecnu npuaepxuBaThCsl TaHHBIX PEKOMEHAALNN, TO MOKHO 3HAUUTEIBHO CHU3UTH BEPOSTHOCTD
peanu3anuu ataku Tuna MITM oTHOCHTENBEHO CeTeBOM HHGPACTPYKTYPHI IPEATIPUSITHS.
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